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We have attempted to keep the Blue Echidna app working with Android v4.0 to maximize the range of Android handsets that are supported.

However, as additional features are continually being added to the software, we have now reached a point where we cannot support some new features without upgrading the required version of Android.

We have therefore increased the minimum Android version to 5.0 for this and all subsequent releases.

Any customers still using Android 4 devices will need to upgrade to Android 5 as a minimum before upgrading Blue Echidna to v3.2.01 onwards.
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Install the latest v3.9.00 client onto your mobile devices.

Android clients can be downloaded directly onto mobile devices using the web browser on the device, and accessing the following URL.

Ensure that the correct client version is installed, as the client must match the server installation.

http://apk.blueechidna.verdant.com.au/
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For existing installations, it is recommended to back up the existing BE web service folder before commencing.

From the BE web service delete all files EXCEPT:
· web.config 	file
· Logs 		folder
· Templates	folder

web.config contains important installation specific values such as database connections and email configuration, and should never be over-written or deleted.

Logs folder has special permissions to enable IIS to write to it.  Deleting and recreating this folder may prevent IIS from logging correctly.

Templates folder is required for Track and Trace features, and provides installation specific files to correctly format company branded emails to be sent to customers.


Copy all files EXCEPT the web.config file and Logs folder from the new Blue Echidna web service folder included in the release package.  Note that the default web.config file and Logs folder are included for new installations only.
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The upgrade process for Blue Echidna has been greatly simplified.  There is now a single EXO script that can be run to upgrade any version of Blue Echidna to the latest version.

Run the following script within the EXONET_DATABASE_SQL folder in the release package:

· 1. EXO DATABASE – SQL_UPDATES.sql
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Run the single script within the PICKING_DATABASE_SQL folder in the release package:

· 1. PICKING_DATABASE – SQL_UPDATES.sql
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Copy all of the clarity reports from the installation package “Clarity Reports” folder into the EXO Clarity custom folder:

· Barcode1.CLR
· Barcode1.CLS
· Barcode2.CLR
· Barcode2.CLS
· Barcode3.CLR
· Barcode3.CLS
· Batchcode.CLR
· Batchcode.CLS
· BETransfer.CLR
· BETransfer.CLS
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Blue Echidna now supports using SSL and an authenticated email user as the sender for all emails auto-generated by Blue Echidna.

It is required that the web.config file be modified manually at the time of installation to add the following additional fields, highlighted below:

<appSettings>
    <add key="webpages:Version" value="1.0.0.0" />
    <add key="ClientValidationEnabled" value="true" />
    <add key="UnobtrusiveJavaScriptEnabled" value="true" />
    <add key="MailServer" value="mail.iinet.net.au" />
    <add key="MailServerPort" value="25" />
    <add key="MailServerUseSSL" value="0" />
    <add key="MailServerSenderAddress" value="steve@verdant.com.au" />
    <add key="MailServerSenderPassword" value="" />
    <add key="MailServerTestRecipient" value="colin@verdant.com.au" />
    <add key="FrontOfficeMailRecipient" value="colin@verdant.com.au" />
    <add key="StockCheckMailRecipient" value="colin@verdant.com.au" />
    <add key="SignOffDirectory" value="\\svrbelize\exo\exo\documents" />
  </appSettings>

MailServerPort			- Specify an email port number, 25 is the default value
MailServerUseSSL		- Set to “1” if using SSL
MailServerSenderAddress		- All Blue Echidna emails will be sent from this address
MailServerSenderPassword	- Password to allow sender email address to be authenticated
MailServerTestRecipient		- Specify an email address to receive test-only emails

Note: previously emails were sent without authentication, which could cause some issues with certain mail servers.  The FrontOfficeMailRecipient value was used as the sender, this has now changed as per the details above.

A new feature is available via the web service to test email settings.  Ensure all of the new values are populated, including specifying an email address to receive test emails.

From IIS, use the “Browse Website” feature to open a web browser to the Blue Echidna web service.  Then append the following to the URL:

	/scanorder/testsendemail

This will send an email to the MailServerTestRecipient to test the email settings are correct.  Check the log files in the web service Logs folder for any error messages (look at the bottom of the most recent log file for the email logging information).  If no errors are reported, check the recipient email inbox and ensure that the email has arrived.  Note that this may take some time, depending upon the speed of the email service.
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The sales order history table was being populated from the debtor account details and not the sales order. This has been resolved.

[bookmark: _Toc7699095]WES-40: Dashboard sales order appearing twice

Resolve an issue when under some circumstances sales orders would be displayed twice on the dashboard. 
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Available orders and the dashboard now check the X_Ready field before displaying sales orders. 
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For picking, receipting, stocktake and putaway the equivalent quantity for drums is shown. This is enabled by the JUICE_PRODUCTS_HINT setting.
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When scanning a drum barcode on the putaway screen the drum will be added from the drum table and a corresponding record is added to the drum transaction table. 
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When scanning a drum barcode on the picking screen the drum will be deleted from the drum table and a corresponding record is added to the drum transaction table. 
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When scanning a drum on the stock enquiry screen the status and drum number is shown.
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